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Циљ предмета 

Циљ предмета јесте да се студент упозна са материјом кривичног права која уређује област ткз. 

рачунарског криминалитета, тј. кривичних дела против безбедности рачунарских података. 

Студент ће стећи знања о општим питањима везаним за високотехнолошки криминалитет и 

правни третман овог облика угрожавања безбедности који је нормативно третиран у засебној 

глави Кривичног законика Р. Србије. Студенту ће бити указивано на теоријске и практичне 

проблеме који прате примену закона чије одредбе у већој или мањој мери уређују наведену 

тематику. На тај начин ће студенти стећи продубљена знања из ове области кривичног права. 

Исход предмета  

Очекује се да савладавањем програма предмета студент може да: 
 дефинише основне институте и појмове из области кривичног материјалног права које уређују област 

кривичноправне заштитте безбедности рачунарских података; 

 стекне основна знања из процесноправног аспекта вођења кривичних поступака за дела која су 

прописана Кривичним закоником као дела против безбедности рачунарских података; 

 спремност студента да наведе и анализира међународна документа која представљају темељ 

националног законодавства и својеврсну окосницу у области сузбијања кривичних дела из 

ове области. 

 стечена знања стави у функцију израде завршног мастер рада. 

Садржај предмета 

Теоријска настава 

 Појам, карактеристике и специфична обележја кривичних дела против безбедности рачунарских 

података; 

 Оштећење рачунарских података и програма; 

 Рачунарска саботажа; 

 Прављење и уношење рачунарских вируса; 



 Рачунарска превара; 

 Неовлашћено коришћење рачунара или рачунарске мреже; 

 Неовлашћен приступ заштићеном рачунару, рачунарској мрежи и електронској обради података; 

 Спречавање и ограничавање приступа јавној рачунарској мрежи; 

 Процесноправни аспекти правног третирања кривичних дела против безбедности рачунарских 

података. 

 

Практична настава  

Практична настава из предмета има за циљ да студенту омогући праксена знања из области кривичноправна 

заштите безбедности рачунарских података, тиме што ће студент бити упознат са студијама случаја 

(кривичним делима) из области кривичноправне заштите рачунарских података. 

Литература  

а.) основна: Матијашевић, Ј.: Кривичноправна регулатива рачунарског криминалитета, Правни 

факултет за привреду и правосуђе, Универзитет Привредна академија, Нови Сад, 2013 

б.) додатна: Будимлић, М. и Пухарић, П.: Компјутерски криминалитет – криминолошки, 

кривичноправни, криминалистички и сигурносни аспект, Факултет за криминалистику, 

криминологију и сигурносне студије, Сарајево, 2009. 

Број часова  активне наставе:75 Теоријска настава:3*15=45 Практична настава: 2*15=30 

Методе извођења наставе 

Усмена предавања илустрована у Power Point-u,  Индивидуални и групни радови,  интерактивни облици 

наставе, презентације, дискусионе групе. 

Оцена  знања (максимални број поена 100) 

Предиспитне обавезе 
поена 

 
Завршни испит  поена 

активност у току предавања 10 писмени испит 
65 

практична настава 10 усмени испт 

колоквијум-и - ..........  

семинари (1) 15   

 


